[bookmark: _GoBack]Workaround to establish communication between the Gira Project Assistant v1.2 (GPS) with the Gira logic module, KNX/IP router and G1 devices:
1. Temporarily deactivate the Windows TLS security package:
a. Start up computer in a profile with administrator rights.
b. Double click on "Deactivate TLS security.reg".
c. Positively confirm the Windows security dialogues. The Windows TLS security package has now been deactivated.
2. You can now work with the GPA in your desired profile as usual.
3. Important – always perform these steps! Reactivate the Windows TLS security package:
a. Start profile with administrator rights.
b. Reactivate the TLS security package by double-clicking the "Activate TLS security.reg" file.
c. Positively confirm the Windows security dialogues. The Windows TLS security package has now been reactivated.

More information on this issue is available from Microsoft under the item "Known issues with this security update" on the following website:
https://support.microsoft.com/en-us/kb/2643584
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After you install this security update, you may experience authentication failure or loss of connectivity to some
HTTPS servers. This issue occurs because this security update changes the way that records are sent to HTTPS
servers.

To temporarily disable or re-enable this security update, click the Fix it button or link under the Disable the
security update or Re-enable the security update heading. Click Run in the File Download dialog box, and
then follow the steps in the Fix it wizard.
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Notes
« These wizards may be in English only. However, the automatic fixes also work for other language versions
of Windows.

« If you are not on the computer that has the problem, you can save the automatic fix to a flash drive or a
CD, and then you can run it on the computer that has the problem.

The following table shows the values that are applied by these Fix it solutions to the SendExtraRecord registry

DWORD entry:
Head Value applied to SendExtraRecord entry
Disable the security update 2
Re-enable the security update 0

Note The SendExtraRecord setting will be included in future releases of Windows.

Known issues and additional information about this security update

The following articles contain additional information about this security update as it relates to individual product
versions. The articles may contain known issue information. If this is the case, the known issue is listed below each
article link:

« 2585542 MS12-006: Description of the security update for Webio, Winhttp, and schannel in Windows:





